E.G.S.PILLAY ENGINEERING COLLEGE, NAGAPATTINAM
DEPARTMENT OF MCA

WEEKLY TEST-II

Sub Code & Sub Name: MC9252 & Software Project Management
Sem/Year:V/III


  
    
Date
  : 01.09.14
Faculty Name:
Mr.S.Selvaganapathy

Duration: 3 hrs

                                                                  Max. Marks: 100

Answer ALL the Questions

        PART - A

(10 x 2 = 20 marks)
1. What is computer crime?
2. What are the various computer security measures?

3. What is open source code?

4. What are the steps of using antivirus and list out the advantages of antivirus?

5. What is trade secret?

6. Define censorship.

7. Differentiate between self censorship and soft censorship.
8. What is spam?

9. What is risk assessment?

10. State some of the risk exposure assessments.
                   PART - B 

(5 x 16 = 80 marks)
11. a.Explain the different types of computer crime. (Or)

b.Discuss about the various measures that may be taken for computer security.
       12.  a.What is IPR? Discuss the various key areas of IPR. (Or)
              b.What is software piracy? Explain the different activity in it.
      13.   a.i.Explain about free and open source software(8)

                 ii.Discuss about ethical and professional issues (8) (Or)
              b.Explain the following 
i. Cookies  ii. Spam  iii. Encryption  iv. RFID

      14.  a. Explain briefly about censorship with the various type of information censored. (Or)
            b. Define risk. Discuss about risk benefit analysis.
      15. a. Explain the impact of computer technology over privacy. (Or)
            b. Explain the computerized monitoring in work place.
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